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Abstract of the contribution: This contribution discusses SB NSSF, identifies the service producer and consumers and proposes the required services.
1
What exactly is the NSSF used for?
At SA2#120 was introduced the definition of Network Slice instance and was established the working assumption that for the initial association of a UE with a set of Network Slice instances, the selection of a set of Network Slice instances shall be performed by an NF NSSF that is separate from any AMF.

First of all, it is important to clarify what exactly is meant by “selection of a set of Network Slice instances”.

During the initial association of a UE with a set of Network Slice instances the RAN routes the NAS signalling from the UE to an AMF selected using the Requested NSSAI obtained during RRC Connection Establishment. 
Therefore the NSSF does not take part in the first AMF selection. 
Observation 1: The NSSF is responsible of the selection of the Core Network specific part of a Network Slice instance that supports a given S-NSSAI. 
Observation 2: The NSSF is also responsible to trigger the relocation of the AMF if the current serving AMF is not able to serve the properly the UE, i.e. to associate the UE to the selected Core Network specific part of the Core Network Slice instances that support the S-NSSAIs common to Requested and Subscribed NSSAI.
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Figure 1: AMF queries the NSSF for sake of NS selection

As shown in the figure 1 above, the AMF, selected by the RAN, queries the NSSF providing 
i) The UE’s registration area (aka UE service area)
ii) The logical AND between the Requested NSSAI (received from the UE) and the Subscribed NSSAI (retrieved from user’s profile in the UDM). The NSSF checks if and which Core Network Slice instances, corresponding to the received S-NSSAI(s), are available and responds to the AMF providing the Allowed NSSAI (for the UE’s registration area) and the mapping between each S-NSSAI in the Allowed NSSAI and one or more Core Network Slice instances.
Figure 2 below illustrates roaming scenario, in which the Home part of the NS needs to be selected for the UE. In this case the V-NSSF needs to query the H-NSSF to receive the home NS selection information. Then the V-NSSF needs to return this HPLMN information along with the respective VPLMN information to the V-AMF.
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Figure 2: V-NSSF queries the H-NSSF for sake of NS selection
Observation 3: The H-NSSF is responsible of the selection of the Core Network specific part of a Network Slice instance that supports a given S-NSSAI. 

2
Who exactly needs to use the NSSF and when?
In case of a non-roaming UE, as shown in the figure 1 above, the AMF queries the NSSF about the proper NSI for the UE. This will also help it to figure out it may not be the proper AMF to serve the UE (eg a more optimized AMF needs to be used for public safety type of slice(s)).
Observation 4: The AMF needs to query the NSSF in order to get answers for the following questions: 
1. What are the allowed NSSAI for the UE? 

2. What are the corresponding NSIs, and are they available for the UE? 
3. Is the current AMF the proper AMF to serve the UE for these NSSAI/NSIs? 
Observation 5: As a derivation of Observation #4, there is an advantage of having the AMF perform the NSSF query in UE Registration time. Reason being - if the proper NSIs are not available for the UE, the AMF may need to reject the registration of the unavailable S-NSSAIs, i.e. the UE is registered but only for the available S-NSSAIs.. Also if AMF relocation has to be triggered, it needs to be done in UE Registration time.
Observation 6: As a derivation of Observation #5, a push notification about NSI/NSSAI updated information from the NSSF to the AMF or from the H-NSSF to the V-NSSF may be needed in case any of the NS information may change between the time of the UE Registration and until the time of PDU session establishment. This has to be followed by a respective notification from the AMF to the UE (so that this may trigger a UE Re-Registration etc).
Observation 7: Even in the case that AMF performs the NSSF query as part of PDU session establishment procedure, it may be useful for it to know at any time later on, about any NS selection information update. For instance due to load or maintenance the current NSIs have to be updated.
In case of a roaming UE, as shown in the figure 2 above, the V-NSSF queries the H-NSSF about the proper NSI part in the HPLMN for the UE.
Observation 8: The V-NSSF needs to query the H-NSSF in order to get the HPLMN Slice selection information from the H-NSSF, and send it back to the V-AMF. 

3
Proposal

It is proposed to endorse the following proposals and to agree the companion documents S2-17xxxx “TS 23.501: S-NSSAI and Network Slice instances” and S2-17yyyy “23.501 P-CR: Network Slicing Update for supporting standalone NSSF plus miscellaneous changes to the existing text” and S2-17xxxx “TS 23.502 services provided by NSSF” and S2-17xxxx “TS 23.501 services provided by NSSF”.

Proposal 1: Based on the above observations 1-8 it is proposed to have the following services and the following consumers:
1. "Nnssf_NSSelection" service needs to be provided by the NSSF. Consumers for this service would be the AMF for the V-PLMN (or the local network in case of non-roaming), and the V-NSSF for the H-PLMN part of the slice. This service works in a “Pull mode” (aka request-response mode).
2. “Nnssf_NSInfoChangeNotification” service needs to be provided by the NSSF. Consumers for this service would be the AMF for the V-PLMN (or the local network in case of non-roaming), and the V-NSSF for the H-PLMN part of the slice. This service works in a “Push mode” (aka asynchronous mode).
NOTE: the detailed inputs/outputs of these services are described in the accompanying normative paper, “services provided by NSSF”.
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